
Privacy Policy for RCF 

Effective Date: 15/01/2025 

At Reticen8 Technologies, we respect your privacy and are committed to protecting the 
information you share with us. This privacy policy explains what data we collect, how we use 
it, and how we protect your privacy when you use RCF. 

This updated version ensures clarity about the enterprise-only usage of the 
extension and explicitly states that data is not stored by Reticen8 
Technologies but only on the user's enterprise firewall hardware. 

1. Information We Collect 

We collect the following types of information when you use RCF: 

• User-Provided Data: When you manually input configuration details (such as the 
address of a captive portal), this information is stored locally to enable the extension's 
functionality. 

• Interaction Data: We log interactions related to the extension's functionality, such as 
rule violations or content filtering activities, which are used solely for the purpose of 
enforcing enterprise security policies. 

2. How We Use Your Data 

We use the collected data to: 

• Implement content filtering and enforce security policies as configured by your 
enterprise’s firewall. 

• Log and monitor any violations of security policies for compliance and auditing 
purposes. 

• Provide support and troubleshoot issues related to the extension. 

3. Data Sharing 

We do not share your personal information with third parties, except as required to provide 
the functionality of the extension or to comply with legal obligations. For example: 

• Data may be transmitted to your enterprise firewall for policy enforcement and 
security auditing. 

4. Data Storage and Retention 

• Data collected by the extension is stored locally on your device and not shared with 
external servers unless specifically required for the extension's operation. 

• Logs of rule violations are transmitted securely to the enterprise firewall for 
centralized management and auditing. 



• Enterprise-Only Usage: This extension is designed exclusively for enterprise use 
and is intended to be used only with the firewall of our organization. It is not intended 
for non-firewall users. 

• User Data Storage: Any data collected by the extension is stored on the firewall 
hardware of the end user’s enterprise system and not on the infrastructure of Reticen8 
Technologies. No user data is stored by our organization outside of this specified 
storage location. 

5. Security Measures 

We take reasonable measures to protect the data stored by the extension, including encryption 
and secure data transmission, to prevent unauthorized access. 

6. Your Rights 

You have the right to: 

• Access, modify, or delete any data stored by the extension on your device. 
• Contact us for support or any concerns regarding your data. 

7. Changes to This Privacy Policy 

We may update this privacy policy from time to time. Any changes will be posted on this 
page with an updated effective date. We encourage you to review this privacy policy 
periodically. 

8. Contact Us 

If you have any questions about this privacy policy or our data practices, please contact us at 
reticen8tech@gmail.com. 
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